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Abstract—Most existing wireless ad hoc routing protocols rely as in wired LANs, or use destination sequence numbers as
upon the use of backward learning technique with explicit catrol  jn AODV [9], or resort to source routing as in DSR [7]. Our
messages 1o route packets. In this paper we propose a set ofgagyits show that, even without explicit control messages,

techniques that can be applied in a backward learning routirg tocol deli hiahl it work form
algorithm in order to minimize or even eliminate explicit control protocol can deliver highly competitive network periorroan

messages for route discovery, setup, and maintenance, wail if not better, in comparison to the popular AODV and DSR
minimally using implicit data-like control messages that reed protocols. Using extensive simulations, we investigate th
no special processing. We also show that such an algorithm és advantages and disadvantages of eliminating control rgessa
not need to prevent routing loops at all costs, such as by mean overhead in order to achieve greater protocol simpliciyt F

of extensive network-wide spanning trees in traditional LAN . " . .
bridges, or destination sequence numbers in AODV, or source clarity of exposition, we describe these techniques as eimbo

routing in DSR. In fact, we prove that transient loops can be ied in a proof-of-concept routing protocol called the Exitli
safely allowed to occur when a simple route refresh mechanis Control Message Free (ECMF) routing protocol. However, the

is coupled with the use of packet identification field to effetively proposed techniques can be readily adapted even to existing

bound the lifetime of such transient loops without negativly 5 kward learning protocols, such as AODV, to eliminate
impacting the network performance. Results demonstrate tht . ! !
control message processing.

even a routing algorithm without explicit control messages
can perform competitively in comparison to AODV and DSR Just as in wired bridging and many wireless ad hoc proto-
protocols while significantly reducing the protocol compleity. cols, nodes in ECMF protocol use backward learning to set up
and adapt routes to different destinations on-the-fly. Haxe
unlike conventional wireless ad hoc protocols, ECMF nodes
Existing ad hoc routing protocols [3], [5], [9], [7], [4], I6 implicitly learn routes from data packets themselves, aath
[8], [2] set up and maintain loop-free routes by dependingan through explicit control messages. This works well for
upon explicit control message exchanges using an extensivest network communication sessions which involve bidirec
control infrastructure. The use of explicit control mes=ssag tional exchange of data, such as while using TCP. In the case
enables these protocols to optimize the network perforganof unidirectional traffic flow, ECMF selectively uses minima
For instance, the AODV [9] protocol guarantees loop freedonumber ofimplicit (or data-like) control messages that do not
through use of destination sequence numbers and relies upstuire any special processing in the network interior.
explicit control messages such as RREQ, RREP, and RERRAt the same time, unlike wired bridges, ECMF also does
messages to construct and maintain routes. Similarly, O$R hot go out of its way to prevent routing loops at all cost
uses explicit control messages, such as RREQ and RRER limits their performance impact by design, if and when
packets, to perform source routing. While protocols-sfecisuch loops arise. Hence ECMF eliminates the overhead of
optimizations, such as piggybacking, can reduce the o@erheonstructing and maintaining an extensive infrastrucfore
of explicit control messages, significant protocol compiex |oop prevention, such as network-wide spanning trees in
remains in place due to the need to maintain this contigired-LAN bridges, destination sequence numbers in AODV,
infrastructure and process the explicit control informati or source-routing in DSRWe prove that any transient loops,
In this paper, we investigate whether one can design an ®Hich may potentially arise, do not last beyond a bounded
hoc routing protocol that incurs very low control messagémall duration. Moreover, packets do not traverse around
overhead and at the same time maintains competitive netw@i4nsient loops more than once and thus do not lead to expo-
performance. We propose a set of generic mechanisms that gantial packet storms. Additional features of ECMF include
be applied tadbackward learningad hoc routing algorithms in need for promiscuous mode operation of wireless interfaces
order to greatly reduce protocol complexity. These teciesq no Hello messages between neighbors, and elimination of
help to eliminate the use @ixplicit control messages as wellARP (Address Resolution Protocol) request/reply messages
as the need to maintain an overarching control infrastrecturhus, ECMF is completely decentralized, self-startingd an
for route set up, maintenance, or loop prevention, and at thgtomatically adapts to the widely varying network corufis.
same time maintain a high network throughput. The key idea is
to combine the on-demand nature of ad hoc routing protocols Il. ECMF PROTOCOL OVERVIEW
with the simplicity ofbackward learningransparent bridges.
While most existing ad hoc protocols employ the basic prin- ECMF nodes have two identities. First is at link level, such
ciples of backward learning, we exploit this principle vath as layer-2 MAC address, which is visible only to immediate
having to construct and maintain network-wide spanninggreneighbors of the node. Second is at network level, such as
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layer-3 IP address, which a node uses to identify and com- [S*2 8,0 .p‘m‘%'*v S50 1p)

. . . . a) (v )oo_-_
municate with any other node (not necessarily a neighbor)."A \ ° X @ @
node does not need to have any prior knowledge of the identity
connectivity, or location, of other nodes in the networkeptc WS D Y Y_s
of course, the layer-3 IP address of the nodes with which,it @____* @ (O @ ______ @
explicitly wishes to communicate. A node dynamically learn o/
and unlearns the layer-2 MAC address identity of its neighbo Fig. 1. lllustration of route discovery mechanism.

only when it needs to communicate with/via those nodes.

ECMF operates on top of link layer protocols, such as tHONrol packet. In practice, most communication sessiegirb
802.11 family of protocols, which support link-level ackvie with an initial bidirectional exchange of small packetsosu

edgment between neighbors to avoid unidirectional links. & TCP SYN/ACK) which greatly reduces the flooding cost.

network interface is not required to operate in ‘promisaiou )
mode. Every ECMF node makes completely local routing: L€aming Phase
decisions that require no coordination with other nodesMEC  In the learning phase, nod¥ learns about the direction
is positioned as a thin protocol layer in the networking Istadn which node S is reachable. First consider the case in
between the Layer-3 (IP layer) and the Layer-2 (MAC layerfigure 1(a) whereX is an immediate neighbor of, but is
Although forwarding is based on destination IP address, thet aware of this fact and does not have any prior routing
ECMF routing is slightly different from traditional IP raag. information for S in its routing table. WhenX receives
The next-hop address for a destination IP in the routingetalthe first broadcast packet with headé,,, *, S;p, D;p], it
is the layer-2 MAC address of the next-hop rather than ilmmediately infers that a node with layer-3 IP addréss
IP address. ECMF nodes do not care about the IP-to-MAfan be reached in the direction of an immediate neighbor
address mappings of other nodes, except as needed to maitk layer-2 MAC addressS,,. The nodeX then enters this
forwarding decisions. newly learned forwarding information in its routing table a
Routing Table and Data Packets: Each ECMF node a valid routing entry forS;p. Note thatX does not care that
maintains its forwarding knowledge in soft-staterouting S;p andS,, are the same neighbor’s IP and MAC addresses
table. Each routing table entry contains the following bastespectively. All X cares is thatS;p is reachable in the
information: (1) Destination IP AddressI{), (2) Next Hop direction of S,,,.
MAC Address {n), (3) A list of alternative next hop MAC  Consider the second case in Figure 1(b) wh€nis not
addresses(4) Valid flag (v), and (5) Expiration time ¢). an immediate neighbor of and does not have any prior
Only routing entries that arealid can be used for packetrouting entry for S;p. Rather X receives a packet with
forwarding. Routing entries can be invalid during the timeiseader[W,,, *, Srp, Drp], forwarded from another neighbor
when a node is recovering after a failure or mobility of a7, which does not know the next hop . Here X will
neighbor. A routing entry geteefreshedeach time a packet learn thatS; p is reachable in the direction 8¥,,,.
from the corresponding destinatial is received from the  Finally consider the third case, again in Figure 1(b), when
next-hop MAC addressn. In other words, reverse traffic node X already has a valid routing table entry for As-
from the destinationD updates its forward routing entries sume that a non-duplicate (i.e. first-time) packet with feead
at intermediate nodesThis is unlike in the case of AODV, [W,,, «, S;p, D;p] is received from a neighbdi’, which X
where forward traffic toward® is used to refresh the forward already knows is a valid next hop f6f; ». In this case the only
routing entries. Expiration Time field indicates the amooit new information that nod& can learn from the packet is that
time left before arun-refreshedouting entry can be purged.s; is still reachable vidV,, and can refresh its routing table
We represent the relevant header fields of a packet by #gry for S by resetting the expiration time field. On the other
quadrupl€{s,,, dm, Stp, Drp]. Heres,, andd,, represent the hand, if the current next hop fd§;p is not W,, then X can
source and destination MAC addresses of immediate neighbipier that either the earlier known route ) p» has failed, or
exchanging the packet aij p and D, p represent the original S has moved to a new location, or simply a better routé to
source and final destination IP addressesx Aepresents a may have appeared depending on the specific link/path gualit
broadcast MAC or IP address. metric of interest. In this caseY can choose toe-learnthe
new next-hop taS;p, as described later in Section IV.
Another function of the learning phase is to learn altexmati
Figure 1 illustrates the basic route setup mechanism routes. Suppose an intermediate nallereceives multiple
ECMF. SourceS initiates communication with destinationcopies of the same packet, which originated from from
D for the first time by flooding its first data packet withdifferent neighbors. The first copy of the packet will be
heade(S,,, x, S;p, D;p]. This data packet travels towardls used by X to learn theprimary next hop towardsS. Any
setting up routing table entries fdf at intermediate nodes. subsequent copy of the packet will be recognizedXbyas a
Any intermediate nodeX, that receives the packet froi, duplicate (using mechanism is described later in Section V)
processes the packet in two phases: ld@ning phase and Before dropping the duplicateX, will extract the source MAC
the forwarding phase. Note that flooding a potentially largaddress from the duplicates aléernativenext hop towards.
data packet could be more expensive than flooding a smalléiis alternative next hop can be used to replace the the prima
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next hop, in case the primary link fails or the alternatives haf too many back-to-back packets frofhto D by buffering
better link quality metric (such as bandwidth or noise). the packets following the first packet, until either the fitata

) packet or dummy IP packet is received frdm
B. Forwarding Phase

In the forwarding phase, nod¥ first checks if the packet IV. ROUTE MAINTENANCE

is destined to itself, i.eD;p = X;p. If so, the packet is A. Refreshing Soft Routing State Using Reverse Traffic

delivered to the IP Iayer (Iayer-3) withiiX. If not, then X The route refresh mechanism emp|oyed by ECMF is par-
determines the next hop for destinatiéh If no valid routing ticularly different from the refresh mechanisms employgd b
entry exists forD;p then, as shown in Figure 1(a)’ re- other protocols such as AODV. Each routing entry in ECMF
broadcasts the data packet to its neighbors with a modifiggiting table has an associated lifetime, which indicakes t
header[X.,, x, Stp, Drp]. If X already has a valid routing time duration after which the a non-refreshed routing ewitly
entry for D;p with the next hop neighbdr” then, as shown in pe deleted. Assume that a nodés routing table contains a
Figure 1(b),X forwards the data packet # with a modified valid routing entry for a destination addre8s, with next hop
header[X.,, Y, Srp, Drp]. Hence, if parts of the network 35 nodey. The lifetime field of this routing entry is refreshed
already have valid routes t@ then those routes are reused.tg a maximum lifetime value of MAXROUTE LIFETIME

If, for some reason, the transmission to next hop no@gch time a packadriginating from nodeD is forwarded by
Y fails, then X invalidates the routing entry and attempt$iodeY to nodeX. In other words,X can reaffirm the fact
to send the data packet to one of its neighbdrsn the that D is still reachable via its neighbdr when it receives
alternativenext hop list of routing entry foD with a modified g packet fromY that has asourcelP address ofD;p. Note
header[X,,, Zm, Sip, Dip]. If transmissions to none of thethat reverse traffic originating fromD is used to refresh the
alternative next hops succeed, thErsimply re-broadcasts the forward routing information toward®. This in more accurate
packet with a modified headeX.,,, *, Sip, Drp]. than other routing protocols such as AODV in which packets

To complete the picture, by the time the packet frém destinedto D are used to refresh its routing information.
reachesD, the intermediate nodes in the network (including

D) learn about the route to reach. Similarly, when the B. Handling Mobility and Network Failures
receiving user-level application at noderesponds back with A failure is detected whenever a node doesn't receive a link-
its own data to its peer application at naslethe intermediate level acknowledgment for its unicast transmission. Coersid
nodes (includingS) learn about how to reach as well. Figure 2 in which there is a failure along a route freirto
D between neighborX and Y. When X detects a failure
during unicast transmission of a packet to its neighbor
Most real-world network sessions, such as TCP, engageitirfirst checks every routing entry that contai§, as the
bidirectional exchange of data or control packets at appta next hop address. If such a routing entry contains a list of
or transport level. In the unlikely event, where only one dlternative next hops, then the best alternative, as pélirtke
the end-points actively sends traffic, the backward learnimetric used, is assigned as the primary next hop. Otherwise,
mechanism would maintain routing information for only thehe corresponding routing entry is marked as invalid. For
active sender and not for the passive receiver. This creetesexample, in Figure 2X has four other neighbors, M, N,
undesirable situation where all data packets to the silent and O, besidesY. Of these four,L happens to be the best
ceiver might end up being flooded due to absence of routing @lternative next hop towards destinatidh Upon failure of
formation for the receiver. To rectify this situation, th€®F communication withY”, X first assigns as the primary next
layer at the receiver nod® monitors whether packets fromhop and unicasts the packet fé¥ to L. This is shown in
S are being received for soméCTIVITY _INTERV AL case (a). If the communication with fails as well and there
duration (say80% of maximum route expiration time) without are no more alternative next hops, th€rfloods the packet to
the application atD sending any data back t8. If so, the all its neighbors hoping that at least one of them can rdach
ECMF layer atD transmits adummy IP packeto S;p with  This is shown in case (b). The scope of this flood is naturally
zero byte data payload. As the dummy IP packet frbmp  limited by the packet's TTL value when it is received B
to Srp travels through the network, intermediate nodes leaRurther, nodes around the area that are affected by thedailu
the routing information forD;p. Thus future data packetscan quickly re-learn about new routes to the destinafioas
from S to D are unicasted rather than flooded through theoon as packets from flow through those nodes.
network. Since the dummy IP packet is not meant for an
specific application aftS, it is silently discarded by the IP
layer atS. ECMF layer atD stops sending dummy IP packets ECMF nodes do not construct or maintain any spanning
once it observes thaf is not sending any more data packetdrees. Instead they damp the propagation of duplicate packe
The dummy IP packet is aimplicit control messagé¢hat is by using the TTL and 16-bit Identification fields, which are
forwarded just like any other data packet without any speciearried inside the IP header of every packet. Every ECMF
processing. Further, it is created only under the exceatiomode remembers the Identification values of lapackets seen
circumstance when one of end-points is completely silent fiom source node5. A packet is dropped only if its value
a long time. ECMF layer a5 also avoids initial broadcastis among the last remembered values or is smaller than

C. Handling Silent Endpoints
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Routing Loop the complete loop for MAXROUTE_LIFETIME duration.
Thus N;; cannot forward a packet witlb;p as source IP
address toN;. ConsequentlyN;’s routing entry for D will
expire and become invalid, thus breaking the complete loop
within MAX_ROUTE_LIFETIME duration. In the second
case, nodeD does send a packet through nolfg,; within
MAX _ROUTE_LIFETIME interval. Since nodeD is outside
the loop, the packet fron must enter the loop from some

. . external nodeV.. Without loss of generality, assume thist

Fig. 2. Two cases when the communi-

cation link betweenX andY fails. Fig. 3. Complete transient loops 1S @ neighbor of nOdé‘]Hl_ that we are presently considering.
disappear in bounded time. Thus nodeD'’s packet arrives aiV;,; from N.. However,N,

all of them. This technique detects duplicates and tolsratg different fromX; ., which is the current next hop b at
re-ordering of packets within a window of packets. In nodeN;1; (sinceN, is outside the loop). Thus, as described

evaluations, we observe that a window size as small as3 in Seqtion IV, Niyy Wil SWi.tCh t.o m_aint_enancg mode to re-
is more than sufficient to detect and damp all duplicates evé?rn its next hop foD by invalidating its routing entry for

Alternative next hop

in the presence of packet reordering. The worst-case pig-n A\\/)I(a ]ggé._r'éhll_s”:tg%v’\\//l%u!dtbrealk the complete loop within
state requirement in afv-node network would be&(kN). = = interval. -
Also note that, use of the Identification field in ECMF i Itis easy to see .from the apove argument that a complete
quite different from the intricate mechanism of destinatio 0op soon decays into a partial loop in which one or more

sequence numbers in AODV, which are used to altoget des do not have a Val,'d routing entry towarﬂ_)s and
prevent routing loops as well as maintain route freshness. roadcast the packets destinedtoHowever the partial loop
@Iso lasts only until the broadcasting node re-learns a new

route to D, which would happen quickly if the broadcasting
node lies along the path of data/dummy-IP packets arriving
VI. LIMITING THE IMPACT OF TRANSIENT LOOPS from D. Furthermore,D is guaranteedo send either a data

We define acompletetransient loop for a destinatioR as Of @ dummy IP packet within ACTIVITYINTERVAL.
one in which each node in the loop has a valid routing entry
towards the next hop node in the looppartial transient loop
for a destinationD is one in which at least one node in the In this section we show that, even without explicit control
loop does not have a valid routing entry fbr. Consequently, messages, the performance of a backward learning algqrithm
such a node would broadcast the packets destined smd such as ECMF, is highly competitive, if not better, when
the next node in the loop picks up the broadcast packeompared to AODV and DSR protocols. Simulations were
No protocol can avoidartial transient loops whenever anyrun using NS2 for different networks with 50 nodes. The
intermediate node needs to broadcast a packet to an unknawmber of connections were varied from 10 to 100 between
destination. ECMF does not attempt to prevent transiemqidoorandomly selected node pairs. We used the mobility scemario
at all costs. Rather, if and when transient loops are indedm [1]. Mobility speed of the nodes varies between 0 to
formed, their impact on network performance is contained 289 meters/sec. Nodes move within a rectangular field of
follows. (1) ECMF guarantees that complete transient loop$500mX300m according to the Random Waypoint Model.
last for less than a provably short bounded time intervdtach simulation is run for 900 simulated seconds. Pause
(We prove this claim below)2) Since ECMF nodes performtimes were varied from Os to 900s. We used both TCP-based
duplicate packet detection (Section V), no packet willérme connections, (for bidirectional communication), and UDP-
a loop more than once. Rather a packet is discarded onceased Constant Bit Rate (CBR) connections (for unidirec-
revisits any node(3) Successive ECMF nodes decrement th@gonal communication). The UDP CBR sources sent traffic
TTL in each packet and discard them when TTL reaches zeat. 4 packets/sec with 64 byte packets. Each data point is

Theorem 1:Lifetime of a complete transient loopaveraged over five simulation runs with a different random
for any destination D is less than or equal toseed to vary the connection establishment pattern. We count
MAX _ROUTE_LIFETIME. the dummy IP packets as the control packets for ECMF. The

Proof: Consider the complete loop in Figure 3 for desMAX_ROUTE _LIFETIME is set to 5 seconds and the dummy
tination D with £ nodes N; to N, where the next hop IP packets are generated by the ECMF layer at a node after 4
for destination D at node N; is N;;; and at nodeN; seconds of silence on the part of the network application. Fo
is N;. By definition, nodeD itself cannot be part of the AODV and DSR, we count the Route Request (RREQ), Route
complete loop and hence is outside the loop. FurthermoRgply (RREP), Route Error (RERR), ARP requests/replies,
in order for nodeN; to maintain N;;; as its next hop and Hello messages as the control overhead. For DSR, we
entry for D, N,;; must forward a packet witlsource IP do notcount the source routing information carried in packet
addres9D;p to N; within MAX _ROUTE_LIFETIME interval headers towards the control overhead. The control packets a
of its learning the next hop. Two cases arise. In the firsbunted on a hop-to-hop basis rather than on end-to-ensl. basi
case, nodeD does not send a packet through any node For fair comparison, in AODV simulations we enabled the

detect and damp duplicate packets.

VIl. PERFORMANCEEVALUATION



Local Repair optimization (which attempts to repair a faileB. Performance with Constant Bit Rate (CBR) UDP Traffic

link locally before returning a RREQ message to source) andiy Figure 13, ECMF achieves an R/S smaller than both
the Link Layer Detection optimization (which suppresses thopy and DSR for smaller pause times. In Figure 14,
transmission of “Hello” messages). Similarly, the simat EcMmF and DSR achieve almost the same R/S which is smaller
of DSR included the optimization of piggybacking RERR anghan AODV. When compared against results for TCP traffic,
RREP messages onto RREQ messages and the optimizafiN apove results show that, as expected, ECMF performs
of populating route cache by listening in promiscuous modgetter with bidirectional traffic, than with unidirectidrteaffic.
We use three metrics (1) R/Sis the ratio of the number of Figyre 15 shows that AODV transmits almost 1.5 control
packets received by the destination to the number of packgix-kets for each received data packet. Although, DSR has
sent by the sourcg2) C/R is the ratio of number of control gnproximately 0.8 C/R at Os pause time, it reduces as the
packets to the number of data packets received by desmaﬂrﬁause time increases. ECMF has a C/R less than 0.2 at any
(3) Number of control packetepresents the total number Ofgiven point of time. Figure 16 shows that, as the number
control messages transmitted. of connections increases, the C/R value drops for ECMF.
With more number of connections, dummy IP packets are
) ] suppressed more often leading to lower C/R value. On the
A. Performance with TCP Traffic other hand, C/R value increases for both DSR and AODV. In
) Figure 17, AODV generates around 140K control packets for
. R/S: Figures 4, 5, and 6 show that DSR performs beﬁts pause time, DSR around 75K, and ECMF around 12K. In
in terms of R/S values, followed by ECMF and AODV. InFigure 18, ECMF uses far fewer control packets than others

Figure 4, as the pause time increases, the R/S value appag, large number of connections. Due to space constrairgs, w
1 (no packet loss). In Figure 5, as the number of CONNeG= it the mobility speed variation results.

tions increases, channel contention and packet lossesaiser
resulting in a drop in R/S. As in the previous case, DSR VIIl. CONCLUSION

performs best, followed by ECMF and finally AODV. Figure 6 |n, this paper, we have proposed a set of techniques that can
shows a universal decrease in R/S with increase in mobilis applied to eliminate the use of explicit control messages
speed. The difference in R/S between DSR and ECMF is lgfspackward learning ad hoc routing protocols. The proposed
than 1%. It can be seen from these figures that reducing §@nniques do not rely upon any extensive control infrastru
protocol complexity in ECMF does not automatically tratsla tyre for loop prevention, such as spanning trees, destimati
into better delivery ratio (R/S) when compared against DSBequence numbers, or source routing mechanisms. They are
because reduction in control overhead is offset to 30mew'ﬁ)%1trticularly suited for routing bidirectional communiicat
by increase in both data traffic. However, ECMF’s deliveryessions with minimal control overhead, and for unidirei
ratio remains competitive with both AODV and DSR. communication, use minimal implicit (data-like) controbs

C/R: Figures 7, 8, and 9 show that ECMF maintains a lowages that require no special processing at intermediatesno
value of C/R around 0.2 because it exploits the bidirectional
nature of TCP traffic to maintain routing state without ex-
changing excessive control messages. DSR and AODV shidlv The monarch project. httpe//www.monarch.cs.riceledu
higher value of C/R for smaller pause times than for largé? Irlos:tihnagk(?)rr%st%clf)ll.F\I’Igyl'?ir’lrelitgcrjngt. I;Z:‘tk"”é‘cto?)i?azna&.w'ANET @mdnd
pause times. ECMF experiences little variation in C/R whsre[3] c.perkins and P.Bhagwat.  Highly dynamic destinatiegesnced
variation is C/R is large for both AODV and DSR. Figure 9 distance-vector routing (DSDV) for mobile computers. ACM SIG-
shows that increa_‘smg the mobility speed of nodes results Jl'j] g?lgﬂrh;v?ei, ?]éggzdzha;ltzgr?d 1§9§ill. Routing in multi-radimulti-hop
greater increase in C/R for DSR than for ECMF and AODV,  wireless mesh networks. IRroc. of MobiCom 2004.
because DSR is unable to benefit from the forward routig J- J. Garcia-Luna-Aceves and M. Spohn. Source-tredngun wireless

. . - . . networks. InICNP, 1999.
information carried in the reverse traffic. [6] Z. Haas, M. Pearlman, and P. Samar. The interzone rogiogpcol for

Number of Control Packets: Figure 10 shows that number  ad hoc networks. IETF Internet draft, July 2002.

; ; ] D. B. Johnson and D. A. Maltz. Dynamic source routing in laac
of control messages in ECMF is much lower than AOD\W wireless networks. IiMobile Computing volume 353. Kluwer, 1996.

and DSR. For Os pause time, ECMF g_enerates 4.5 timBF Y. Lee and G. Riley. Dynamic Nix-Vector routing for mobilad hoc
fewer control packets than AODV and 6 times fewer control networks. InWireless Commn. and Networking Cor#005.

packets than DSR. In Figure 11, we vary the number of Td# ﬁz'Epsr\',‘\;grsk;:‘ngéansgﬁ’:r'cmﬁ%‘;{g’;g{j’”&%’;ﬂgﬁg?““t'”g-
connections from 10 to 150, for a fixed 60s pause time and

fixed mobility speed of 20m/s. One can see that number of

control packets generated by ECMF remains much lower than

AODV and DSR. As For 150 connections, AODV generates

around 220K control packets, DSR generates around 125K

control packets, while ECMF generates around 25K control

packets. As with C/R, Figure 12 shows that increasing the

mobility speed of nodes results in greater increase in numbe

of control packets for DSR than for ECMF and AODV.
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